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What is the primary function of a virtual server?
 
A. It balances traffic between real server pools 
B. It manages real server resources 
C. It processes client connections for application delivery 
D. It detects real server vulnerabilities using VWS 
 

Answer: A,C

 

 

An administrator wants to make sure their servers are protected against zero-day attacks.
 
Which FortiADC feature would they configure to accomplish this?
 
A. Advanced health checks 
B. Advanced WVS 
C. Signature-based IPS 
D. Advanced WAF 
 

Answer: D

 

 

A web administrator wants to configure a new virtual server to deliver HTTP content to end
users.
 
Which three components are mandatory to accomplish this? (Choose three.)
 
A. Load balancing method 
B. Real server pool 
C. Server persistence 
D. Health check 
E. Application profile 
 

Answer: A,B,E
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Refer to the exhibit.
 

 
 
FortiADC is applying SNAT to all inbound traffic going to the servers. When an attack
occurs, FortiWeb blocks traffic based on the 192.0.2.1 source IP address, which belongs to
FortiADC. The setup is breaking all connectivity and genuine clients are not able to access
the servers.
 
What must the administrator do to avoid this problem? (Choose two.)
 
A. Enable the Use X-Forwarded-For setting on FortiWeb. 
B. No Special configuration is required; connectivity will be re-established after the set
timeout. 
C. Place FortiWeb in front of FortiADC. 
D. Enable the Add X-Forwarded-For setting on FortiWeb. 
 

Answer: A,C

 

 

A FortiADC administrator wants to offload SSL encryption and decryption of web traffic to
lessen overhead on the real servers, while maintaining SSL encryption with the client.
 
Which must be true to allow FortiADC to provide this capability?
 
A. The real server pool must be configured for SSL 
B. The virtual server must be configured to perform content routing 
C. The real server certificate and private key must be installed on FortiADC 
D. The virtual server must use a TCPS application profile 
 

Answer: C
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When configuring aFortiADC configuration backup, which two options are available for
designating a storage location for the configuration file? (Choose two.)
 
A. DSSH 
B. FortiADC local storage 
C. Local PC/Server 
D. FortiCloud 
 

Answer: B,C

 

 

Which three statements about TurboHTTP are true?
 
A. It does not support content rewriting. 
B. It is supported only on Layer 2 and layer 4 virtual servers. 
C. It support the use of secured HTTP traffic. 
D. It can be used with Layer 7 virtual servers. 
E. It reduces network latency and system CPU usage. 
 

Answer: A,D,E

 

 

In global load balancing, why might an administrator configure the response rate limit in
FortiADC?
 
A. To redirect requests from a blocked county 
B. To prevent FortiADG from being used in DNS amplification DoS attacks 
C. To protect back-end servers from SYN flood attacks 
D. To prioritize outgoing traffic by sending it through the link with the lowed response time 
 

Answer: B

 

 

An organization has decided to automate specific tasks by leveraging the fortiADC REST
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API. The tasks will perform updates to existing items.
 
Which REST API method should you use to update existing items on FortiADC?
 
A. PATCH 
B. POST 
C. GET 
D. PUT 
 

Answer: D

 

 

Which two statements about Layer 7 application delivery control are true? (Choose two.)
 
A. It provides more intelligent traffic distribution decisions 
B. It provides the fastest traffic processing 
C. It supports only IPv4 
D. It requires more packets to make a decision 
 

Answer: A,D

 

 

An administrator wants to implement load balancing persistence by configuring FortiADC to
prefix the server ID to an existing cookie sent by the back-end servers.
 
Which persistence method should the administrator use?
 
A. Hash cookie 
B. Insert cookie 
C. Persistence cookie 
D. Embedded cookie 
 

Answer: D

 

 

An administrator has learned that some of the corporate web servers were exploited using
SQL injection attacks.
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