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Question No: 1 
Which statement is correct regarding external LDAP configuration for Cloud Pak for Data System? 
A. An administrator needs to add the user IDs from their external Windows AD server to all 3 local server 
groups of the system. 
B. Once external LDAP support has been disabled from the system, the required users need to be recreated 
as local users. 
C. User IDs from the external Windows AD server do not need to be added to the local server groups of the 
system. 
D. If external LDAP is disabled, then external users do not need to be recreated, they will automatically 
authenticate locally. 
Answer: C 
 
Question No: 2 
Which command displays the MTM and serial number from Cloud Pak for Data System? 
A. ap get 
B. ap info 
C. ap list 
D. ap version 
Answer: B 
 
Question No: 3 
Which three system resources are monitored from the Resource usage page in the IBM Cloud Pak for Data 
System web console? (Choose three.) 
A. disk I/O 
B. CPU 
C. services 
D. Red Hat OpenShift 
E. network 
F. applications 
Answer: B,C,E 
 
Question No: 4 
Which tool is used to apply STIG hardening to Cloud Pak for Data System? 
A. Manually change the recommended files by STIG guidelines. 
B. Use the web console and configuring Home->Admin->STIG. 
C. Use security_stig_manager with --applyAll. 
D. Use security_comliance_manager. 
Answer: C 
 
Question No: 5 
Which command is used on Cloud Pak for Data System to reset a password policy to the system initial values? 



A. ap config reset-pwpolicy 
B. ap setup reset-pwpolicy 
C. ap_external_ldap reset-pwpolicy 
D. apusermgmt reset-pwpolicy 
Answer: D 
 
Question No: 6 
Which utility collects diagnostic information for all components? 
A. apdiag 
B. apinfo 
C. apsyslog 
D. aplogcollect 
Answer: A 
 
Question No: 7 
Which two symptoms are available for data collection using the apdiag command in Cloud Pak for Data 
System? (Choose two.) 
A. docker_issue 
B. hang_issue 
C. platformmanager_issue 
D. crash_issue 
E. thinpool_issue 
Answer: A,D 
 
Question No: 8 
What action should an administrator take based upon a vulnerability scan report 
A. Upload the report to Redhat support and wait for feedback. 
B. Open it in a web browser, if a definition is evaluated as true then the system is not affected by these. 
C. The administrator should patch the system based upon the findings of the report. 
D. Open the report in a web browser, definitions evaluated as true mean that the system is affected by that 
vulnerability. Contact IBM support for guidance. 
Answer: D 
 
Question No: 9 
In Cloud Pak for Data Systems, which command is used to list all closed alerts in last 7 days? 
A. ap issues | grep closed 
B. ap issues -c 
C. ap issues --list_closed_events 
D. ap list -type events 
Answer: B 
 
Question No: 10 
Which node personality should be used before scaling up a Cloud Pak for Data System environment? 
A. default 



B. unset 
C. undefined 
D. none 
Answer: A 
 
Question No: 11 
Which two user groups can be managed when only connecting Cloud Pak for Data Systems to an external 
LDAP directory? (Choose two.) 
A. platform admins 
B. platform users 
C. DB users 
D. OS users 
E. application users 
Answer: B,E 
 
Question No: 12 
Which two methods are used by IBM Cloud Pak for Data System to deliver alerts? (Choose two.) 
A. Send Email 
B. JSON notifications 
C. SNMP traps 
D. HTTPS protocol 
E. push notifications 
Answer: A,C 
 
Question No: 13 
The Cloud Pak for Data System web console displays the storage details. How much total storage is available 
for the worker nodes? 



 

A. 64,000 GB 
B. 30,720 GB 
C. 26,624 GB 
D. 128,000 GB 
Answer: B 
 
Question No: 14 
Which disk node protects the data when disks are accidentally or intentionally removed from the system? 
A. secure erase 
B. auto-lock 
C. cipher-block chaining 
D. disk metadata encryption 
Answer: B 
 
Question No: 15 
What is the automated notification process that detects problem conditions and reports them to IBM Support? 
A. Platform Communication 
B. Call Home 
C. Host Platform Interface 




